06/05/21

Online Safety/Cyberbullying
Awareness Workshop



Why have this workshop?

* Like all schools TGA has had, and will sadly continue to have, children
and families who are upset by online issues and incidents

* As far as we are aware these have mostly been relatively minor and
all have had positive or at least acceptable outcomes

 We aim to maintain this position by positively educating our pupils,
supporting families and working with parents

* We have been told of children in Year 5 and 6 who have been upset
by what has happened to them on social media



Work with pupils

Over the last two days all children in
Years 5 and 6 have discussed e-Safety

and Cyberbullying issues having
watched 3 videos.

E-Safety and Cyberbullying has been
discussed / taught in age-appropriate
ways with our pupils since they were in
Reception.

https://youtu.be/6ctd75a7 Yw
https://youtu.be/dMdKmHjpgFk
https://youtu.be/MV5vOm6pEMSs



https://youtu.be/6ctd75a7_Yw
https://youtu.be/dMdKmHjpgFk
https://youtu.be/MV5v0m6pEMs

Key guidance for pupils

e Cyberbullying can take place anywhere, at any time and
be anonymous

e Don’t join in with Cyberbullying. Support friends.

e STOP (think before you post)
* BLOCK (anyone who upsets you)
e TELL (an adult you trust)




Guidance a\ready shared with parents

What Parents & Carers Need to Know About ¢

WhotsApp is the world's most popular messaging service, with around two billion users exchanging texts, photos, videos and documents,
and making voice and video calis. The app offers end=-to-end encryption, meaning messages can only be read by the sender and the

Children should be 16 to legally use WhatsApp
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Guidance already shared with parents

Top 10 Forms of Cyberbullying

At home, Greetland children have sometimes encountered:

* Exclusion — children being teased that they are not in a group

* Harassment — abusive messages

 Dissing — screenshots of negative group conversations sent to children
* Trolling — abusing to provoke a response and cause escalation



Advice for Parents to share with children

* Keep it Private — don’t post anything on a social networking site that identifies
your real name, address, phone number, school etc. as this will enable a stranger
to contact you in real life. Be careful you don’t identify your friends too.

* Never upload anything that might embarrass you at a later date.

* Never feel pressurised into taking pictures of yourself that you wouldn’t want
others to see.

* If someone makes you feel uncomfortable, embarrassed or afraid online, you
need to tell someone immediately. If someone suggests meeting up with you in
real life, again, tell someone immediately. This is a huge concern, especially if
they have suggested you keep it a secret. No matter how much a person tells you
about themselves, if you don’t know them really well in the ‘real world’, they are
still a stranger and may not be telling you the truth.



Advice for Parents to protect children

* Know and monitor what your children are doing online

* Agree rules about what children can do online and how they should use apps
 Talk to your children about how to interact with others, 1 to 1 and in groups

* Ask children to explain how apps work and to show how they use them

* Develop trust and mutual respect — final decisions are yours though

* Be clear that you want to help with any problems and will always be supportive

Be concerned and investigate further if your child does not want to follow the
above advice, if they do not want you to see or handle their online devices.



The Role of the Academy

* Almost all incidents and issues happen outside of school

* Pupil membership of a school is often a factor

* We are also trusted adults that your children can speak to

e We will a

e We will a

ways tal
ways he

< to parents about any issues

p parents to try to resolve issues

* We would all rather that issues did not happen at all



Key guidance for pupils

* STOP (think before you post)
* BLOCK (anyone who upsets you)
* TELL (an adult you trust)

Key advice for parents

* Know and monitor what your children are doing online

* Agree rules about what children can do online and how they should use apps

* Be clear that you want to help with any problems and will always be supportive
 Let school know if you need help — call or email (via ks2@greetlandacademy.org.uk)

a classteacher, Mr Pascall or Mrs Crowther


mailto:ks2@greetlandacademy.org.uk

